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Cookie Policy 

Our website uses cookies to distinguish you from other users of our website. This helps us to provide 

you with a good experience when you browse our website and also allows us to improve our site. By 

browsing or using the services we provide on the website, you are agreeing to our use of cookies. 

Cookie Name Purpose 
Further 

Information 

Google 
Analytics 

_ga Used to distinguish users by Google 
Analytics. 

Expires 2 
years from 
set/update. 

_ga_<container-id> 

 

Used to persist session state Expires 2 
years from 
set/update. 

 AspNetCore.Antiforgery The AspNetCore.Antiforgery cookie is used 
to help prevent cross-site request forgery 
(CSRF) attacks in ASP.NET Core applications 

Expires 
with 
session 

 AspNetCore.Mvc.CookieTempDataProvider The 
AspNetCore.Mvc.CookieTempDataProvider 
cookie is used as part of the TempData 
feature in ASP.NET Core to temporarily 
store data between two consecutive HTTP 
requests 

Expires 
with 
session 

 UMB_Preview Allows a previewed page to act as a 
published page only on the browser which 
has initialized previewing. 

Expires 
with 
session 

 UMB-Website-Preview-Accept Client-side cookie that determines whether 
the user has accepted to be in Preview 
Mode when visiting the website 

Expires 
with 
session 

 umb_installd Used to store the Umbraco software 
installer id. 

Expires 
with 
session 

 UMB_UPDCHK Enables your system to check for the 
Umbraco software updates. 

Expires 
with 
session 

 UMB-XSRF-V Used to store the Backoffice anti-forgery 
token validation value.  

Expires 
with 
session  

 UMB-XSRF-Token Set for angular to pass in to the header 
value for “X-UMB-XSRF-TOKEN” 

Expires 
with 
session 



 

A cookie is a small file of letters and numbers that we store on your browser or the hard drive of your 

computer if you agree. Cookies contain information that is transferred to your computer's hard drive. 

 

We use the following Cookies: 

Strictly necessary cookies. These are cookies that are required for the operation of our website. They 

include, for example, cookies that enable you to log into secure areas of our website.  

Analytical/performance cookies. These allow us to recognise and count the number of visitors and to 

see how visitors move around our website when they are using it. This helps us to improve the way our 

website works, for example, by ensuring that users are finding what they are looking for easily.  

Functionality cookies. These are used to recognise you when you return to our website. This enables us 

to personalise our content for you, greet you by name and remember your preferences (for example, 

your choice of language or region). 

 

Please note that third parties (including, for example, advertising networks and providers of external 

services like web traffic analysis services) may also use cookies, over which we have no control. These 

cookies are likely to be analytical/performance cookies or targeting cookies. You may block cookies by 

activating the setting on your browser that allows you to refuse the storage of all or some cookies. 

However, if you use your browser settings to block all cookies (including essential cookies) you may not 

be able to access all or parts of our website. 

If you have any questions or concerns about our use of cookies, please send us an email at 

privacyofficer@mvkelly.co.uk 

 TwoFactorRememberBrowser Default authentication type used for 
storing that 2FA is not needed on next 
login. 

Expires 
with 
session 

 UMB_SESSION Preserves the visitor’s session state across 
page requests 

Expires 
with 
session 


